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Cloudflare Service Abused by 
Indian APT ‘SloppyLemming’ in 
Attacks Against Pakistan – 
Active IOCs



Iranian Cybercriminals 
Establish New Network 
to Attack US Political 
Campaigns – Active IOCs



Over 200,000 Devices 
Worldwide Compromised 
by New ‘Raptor Train’ IoT 
Botnet – Active IOCs



Malware Poses as Palo 
Alto VPN to Target Users 
in Middle East – Active 
IOCs



Lazarus Group 
Disseminates Malware via 
Fake Coding Tests to 
Target Developers



RansomHub Ransomware 
Group Hits 210 Victims 
Across Key Sectors



Google Sheets Exploited 
by New Voldemort 
Malware to Store Stolen 
Data – Active IOCs
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